Cybersecurity guidelines

# Target group of the guideline

The following guideline concern all employees and affiliate of OVH Cloud. It is the user’s sole responsibility to know and apply the guideline, and all employees and affiliates of OVH Cloud should read the guidelines carefully to ensure its full comprehension.

# Introduction

Cybersecurity is a matter for everyone and effective security involves everyone participation. The document outlines guidelines for preserving: the security of the private data of the organization, the security of clients’ data stored by OVH Cloud, the security of employees and affiliate data stored by the organization, the security of the technological infrastructure of OVH Cloud, and everything that could be at risk during a cybersecurity breach.

# Physical security

The cybersecurity begin at the physical level.

# Information security

# Information system security

# Workplace security

# Organizational security

# Data protection